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VantageView ™
Software License and Warranty

IMPORTANT - Carefully read the following terms and conditions BEFORE installing this Software. Installing or using the
Software indicates your complete and unconditional acceptance of these terms and conditions.

License: (“lteris”) licenses the VantageView™ (“Software”), whether provided on storage media, in firmware,
electronically or provided as updates via electronic or any other media, or otherwise and any related documentation for
description, use, operation, or maintenance of the Software (“Documentation”) as follows:

GRANT OF LICENSE. lteris grants the purchaser (“Licensee”) of this Software and Documentation a non-exclusive, non-
transferable license to use one (1) copy of the Software on a single server monitoring up to ten (10) intersections
containing Vantage® cameras for VantageView™ Basic, or unlimited intersections for VantageView™ Unlimited. The
Software is “in use” on a computer when it is loaded into the temporary memory (i.e. RAM) or installed into permanent
memory (e.g. hard disk or other storage device or media) of that computer. Title to the Software is not transferred to the
Licensee by this grant of license. Ownership and title to the Software and Documentation including any copy(ies) of
update Software or Documentation on any storage media or device, including without limitation, any floppy disk, CD, DVD,
memory device, computer, network, etc., are retained by lteris.

COPYRIGHT. The Software and Documentation are owned by lteris or its licensors and are protected by United States
copyright laws and international treaty provisions. Licensee shall not make copies of the Software except for one copy for
backup or archival purposes. All backup copies of the Software must contain the applicable copyright notice. Licensee
shall not rent, disclose, publish, assign, lease, sublicense, create derivative products, market, transfer or use the Software
in any manner not expressly authorized by this License. Derivation or attempted derivation of the source code or
structure of all or any portion of the Software by reverse engineering, decompiling, disassembly, or any other means
and/or creating derivative works based on the Software are prohibited.

TERMINATION. This License is effective until terminated. Licensee may terminate the license by returning or destroying
all copies of the Software and Documentation including copies that exist for backup purposes or that exist on computer
hard disk or other permanent storage. This License will terminate immediately if Licensee fails to comply with any of the
terms of this License. Licensee may not transfer its rights under this License.

Software Limited Warranty. At time of delivery to the Licensee and for a period of twelve (12) months thereafter Iteris
warrants (i) that the Software will conform, in all material respects, to the functional capacities described in the
Documentation, when used as instructed and on the designated computer and operating system, (ii) that Documentation
contains necessary information to use the Software;; and, (iii.) that the media on which the Software is supplied shall be
free from defects in material and workmanship.. In any event, Iteris makes no representation or warranty, express or
implied, that the operation of the Software will be uninterrupted or error free, that all non-conformities can or will be
corrected, or that the Software will meet or satisfy your intended use, requirements, or expectations.

WARRANTY SERVICE REQUESTS. As a condition to making any claim under the above warranties for
Software/Documentation, Purchaser must request Warranty Service, before the Limited Warranty terminates or expires,
from the Dealer, Reseller, or other Iteris authorized representative from whom Software license was purchased. This
express warranty is provided to the original Purchaser only, and only for commercial, industrial, or governmental use.
Iteris' entire liability and Purchaser’s exclusive remedy shall be: (i) to replace defective media without charge upon return
of the item with dated proof of purchase to the place of purchase; (ii) to use reasonable efforts to repair, modify, or replace
the Software or to provide an avoidance procedure within a commercially reasonable time so that the Software conforms,
in all material respects, to the functional capacities described in the Documentation; or in Iteris’ sole discretion, if Iteris
cannot correct the nonconformity or deems the correction to be commercially impracticable or prohibitively expensive,
refund of an equitable, pro rata share of the purchase price commensurate to the functional capacity described in the
Documentation that cannot be reasonably achieved. This warranty shall be void if any non-conformity has resulted from
accident, abuse, misuse, misapplication, or modification or other breach of Software license.



NO OTHER WARRANTIES OR GUARANTEES, EXPRESSED OR IMPLIED INCLUDING MERCHANTABILITY OR
FITNESS FOR A PARTICULAR PURPOSE, ARISING BY LAW, CUSTOM OR CONDUCT, SHALL BE APPLICABLE TO
THE SOFTWARE. THE RIGHTS AND REMEDIES PROVIDED HEREIN ARE EXCLUSIVE AND IN LIEU OF ANY
OTHER RIGHTS OR REMEDIES. IN NO EVENT SHALL HAVE ANY LIABILITY FOR CONSEQUENTIAL OR
INCIDENTAL DAMAGES, OR FOR LOSS, DAMAGE, OR EXPENSE DIRECTLY OR INDIRECTLY ARISING FROM USE
OF THE SOFTWARE, OR ANY INABILITY TO USE IT EITHER SEPARATELY OR IN COMBINATION WITH OTHER
SOFTWARE, EQUIPMENT OR MATERIALS, OR FROM ANY OTHER CAUSE, EVEN IF ADVISED OF THE
POSSIBILITY OF SUCH DAMAGES. IN NO CASE SHALL ITERIS’ LIABILITY EXCEED THE AMOUNT OF THE
LICENSE FEE.

This Agreement is governed by the laws of the State of California.
U.S. GOVERNMENT RESTRICTED RIGHTS

The Software and Documentation are “commercial items” as that term is defined at 48 CFR 2.101, consisting of
“commercial computer software” and “commercial computer software documentation” as such terms are used in 48 CFR
12.212. Consistent with 48 CFR 12.212, U. S. Government end users acquire the Software and Documentation with only
those rights set forth herein. Contractor/manufacturer is Iteris, Inc. 1700 Carnegie Avenue, Santa Ana, CA 92705.
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1 Overview

1.1 Intended Use

Central Management of Video Detection Equipment

Iteris’ VantageView video detection management software has been developed to provide the user a
unified platform to manage, monitor and ‘see’ Iteris’ Vantage video detection assets remotely over a
network connection. VantageView liberates the user from the need to establish one-to-one connections
to devices for setup, configuration and monitoring. It provides a web based map centric environment
that allows the user to access their infrastructure from any location with standard internet access.

Access Anywhere

Multiple users can access the central management system over a standard web browser from any
location - no need to load additional software.

One-click Video

VantageView allows the user to view streaming video of each connected Iteris camera. One mouse click
provides real-time access to live video — see what is happening in real time.

Aerial view of the intersection

’

Using a web based map centric environment allows the user to see a street map grid or ‘bird’s eye view
of the road network with all devices.

No need to go in the field to configure Intersections

VantageView provides for easy, centralized and integrated configuring of zones and camera setup
functions to optimize performance from the traffic center or any other location with web access.



1.2  System Architecture

VantageView is a server based central software system.

VantageView VantageView VantageView
Server User User

VantageView
User

Vantage
Assets

Vantage

Figure 1.2(a)



1.3 Features and Benefits
Key Features

= Centralized device management (setup and configuration)

= Centralized video display capabilities (one streaming video)

= Maintenance management capabilities

= Multi-user access with different user levels

= Access to video devices from any internet connected location

= Use of existing IP communication infrastructure — no additional hardware required

=  Web based software does not require any software installation on client workstations
= System is scalable — no limit to the number of connected devices

Benefits
= Facilitate the management of the deployed video detection infrastructure

— Provide a centralized means to access and maintain the static and dynamic information
of the video detection devices

— Provide a centralized means to remotely configure the video detection devices for
operations in the field

— Provide a centralized means to provide information on the operational status of the
video detection devices

= Enable the collection and further centralized processing of video detection information

— Provide a centralized means to retrieve and store information processed by the video
detection devices. This includes presence, occupancy, speed and other information
available

— Provide a centralized means to perform further offline analysis of the information for
traffic engineering purposes

= Enable the real time visual monitoring of the road network by providing a centralized means to
remotely access real time video feeds from the video detection cameras



2 System Installation and Information

2.1 System Requirements

PC Minimum Requirements

Pentium Il 1GHz Intel processor

512MB RAM

AGP video card with 64MB of memory

100MB minimum, 250MB recommended free hard-drive space
CD-ROM reader

USB Mouse and Keyboard

15” monitor with at least (800 x 600) resolution and 16 bit color
10/100 base-T Ethernet adaptor

PC Operating System and Software

Windows XP with service pack 3 (minimum)
Windows Vista with service pack 1
Windows 2000 with service pack 4
Internet Explorer 7.x (from Microsoft.com)
0 Note: This system has not been testing for compatibility with Internet Explorer 8 or
any other Web Browser software.
QuickTime Player 7.0 or higher (from Apple.com)
VLC Media Player 0.9.4 or higher (from VideolLan.org)
VRAS software version 3.1.3c or higher (from Iteris)

NOTE: VRAS software is provided on the VRAS software distribution CD.

Server Minimum Requirements

Windows Server 2008 or 2003
SQL Server 2008 or 2005

.NET 3.5 Framework

s

10/100 base-T Ethernet adaptor
Internet Connection



2.2 Installing the Software

The software is provided on CD-ROM. If the server designated for running VantageView does not have

an optical drive permanently attached connect one to the system.

2.2.1 Installation CD

Insert the supplied CD into the drive and follow the instructions on the screen.

Windows Installer,

| Preparing to install...
=

Cancel

& Iteris CentralSoftware

FEX

YWelcome to the Iteris CentralSoftware SetupITERIS'
Wizard

The installer will guide you through the steps required to install Iteris CentralS oftware on pour
COmpLULEr.

WARNING: This computer program iz protectad by copyright law and intemational treaties.
Unauthorized duplication ar distribution of thiz program. or any portion of it, may result in severe civil
or criminal penalties, and will be prozecuted to the masimum extent possible under the law.

Cancel

i Iteris CentralSoftware

oK
ITERIS

License Agreement

Fleaze take a moment to read the license agreement now. IF you accept the terms below, click "l
Agree", then "Mext'". Otherwize click "Cancel”.

IMPORTANT - Carefully read the following ferms and condifions BEFORE ©
installing this Software. stalling or using the Software indicafes your complefe
v uncondifional acceptance of these ferms and condifions.

License: (“Iteris™ licenses the WantageViewT™ “Zoftware™), whether provided on
storage media, in firmwrare, electrordcally or provided as updates via electronic or
any other media, or otherwise and any related documentation for description, use,
operation, of maintenance of the Software (“Documentation’™ as follows:

GRANT OF LICENSE. lteris srants the purchaser (“Licensee™ of this Software ™
(O | Do Not &gree :

< Back ] I Hest >

If the CD does not autorun select the CD drive
on the system and click on the setup icon. The
“Preparing to install...” screen, Figure 2.2.1(a)
will be displayed.

Figure 2.2.1(a)

Next the VantageView installation welcome
screen will be displayed, Figure 2.2.1(b). Click
on the “Next>" button to continue.

Figure 2.2.1(b)

Next the Iteris End User License Agreement
will be displayed, Figure 2.2.1(c). Please read
carefully. Click on the “I Agree” check box and
click on the “Next>" button.

Figure 2.2.1(c)



i Iteris CentralSoftware

Select Installation Address

The installer will install [teris CentralSoftware to the following web location.

ITERIS

Ta inztall ta this web location, click "Mext”. Toinstall to a different web location, enter it below.

Site:

| Default web Site

“Wirtual directony:

|I teriz_\antageliew

Cancel

v| Disk Cost...

i lteris CentralSoftware Disk Space

The list below includes the dives you can install Iteris CentralSoftware to, along with each drive's

available and required disk space.

X

Yalume Disk Size Available Require
= 232GE 201GE 25M
s 1363GE 535GE 0K
< *

Figure 2.2.1(e)

i Iteris CentralSoftware

Configure Database

ITERIS

Please enter the SOL server host. [Leave usemname and pazsword fields blank for Integrated

Security]

Host:

|.\SQLE><PF|ESS

Uszemarne

Pazsward

D atabase Mame

|IterisCentraI

Cancel ] [

< Back

] [ Mest »

Enter the Virtual directory name in the box
provided, Figure 2.2.1(d). This name will be
used to access the system from a remote pc.

Click on the “Next>" button after entering the
information.

Click on the “Disk Cost...” button to see how
much disk space will be used and how much is
available, see Figure 2.2.1(e).

Figure 2.2.1(d)

In the Host box enter the link to the SQL
Database software. For example
“\sqglexpress”, Figure 2.2.1(f).

In the Database Name box enter the name for
the VantageView database. The name of the
database must be different from any currently
running on the server.

Click on the “Next>" button to continue.

Figure 2.2.1(f)



i lteris CentralSoftware [:ll@[il

Administrator ITERIS

Pleaze enter a username and pazzword you would like to uze as the admin account. [Mote: This will
alzo be configured az the SOL databaze uzer. please ensure a secure password.]

Usemame:

|VantageView

Password

[IT5 708

Cancel ] ’ < Back ] I Mest » l

Figure 2.2.1(g)

i Iteris CentralSoftware

Confirm Installation ITERIS'

The installer iz ready to install lteriz CentralS oftware on your computer.

Click "Mext"" to start the installation.

Cancel ] [ < Back ] [ Newt>

i& Iteris CentralSoftware

Installing Iteris CentralSoftware

Iteriz CentralSoftware iz being installed.

Please wait...

Cancel

Enter a Username and Password. This will be
the first user in the system, Figure 2.2.1(g).

The password should include a combination of
lower and uppercase letters, numbers and
special characters. It should be at least 6
characters long.

At the end of the installation process the
quality of the password will be checked. If it
does not meet windows security
requirements the installation will be
cancelled.

Click on the “Next>" button to continue.

Click on the “Next>" button to start the
installation, Figure 2.2.1(h).

Figure 2.2.1(h)

The progress bar will scroll across the screen
as the installation is completed.

Figure 2.2.1(i)



i lteris CentralSofiware The “Installation Complete” screen, Figure
Installation Complete ITERIS 2.2.1(j), will be displayed. You have

successfully installed the software on the

. . server.

Iteriz CentralSoftware has been successfully installed.

Click "Cloze" to exit.

Click on the “Close” button to exit the setup
program.

Pleasze use Windows Update to check for any critical updates to the \MET Framework.

Figure 2.2.1(j)

2.2.2 Server Setup
It is important to ensure that your server is running the latest version of SQL database.

Connect to the Microsoft download site, see link below, to upload the latest upgrades and patches.

http://www.microsoft.com/downloads/details.aspx?displaylang=en&FamilylD=228de03f-3b5a-428a-
923f-58a033d316el

Find the correct version of each of the following upgrades for your server. Download and install each
upgrade in the order below.

1) Microsoft SQL Server System CLR Types
2) Microsoft SQL Server 2008 Management Objects
3) Microsoft SQL Server 2008 Native Client


http://www.microsoft.com/downloads/details.aspx?displaylang=en&FamilyID=228de03f-3b5a-428a-923f-58a033d316e1
http://www.microsoft.com/downloads/details.aspx?displaylang=en&FamilyID=228de03f-3b5a-428a-923f-58a033d316e1

2.2.3 Database Setup
The SQL Database must be configured for mixed mode authentication. When enabled, mixed mode
authentication allows you to log into a SQL server using either your Windows VPS username and

password or your SQL database username and password. When logged in using your Windows VPS
username and password, you have access to all the databases on the server.

1. Loginto your server through Remote Desktop Connection.
Click Start, Programs, Microsoft SQL Server 2005 and select SQL Server Management Studio

Express or SQL Server Management Studio, depending on your version of SQL Server, see Figure
2.2.3(a).

fﬁ Programs
L_E:‘ Dacurnents @ Accessories 3
E} Settings I Browsers »
I“) Search ﬂi Microsoft
©) Helpand 5 [T Microsoft ) Analysis Services

=7 Run... @ Skartup .@ Configuration Tools

SkuFF @ Docurentation and Tutarials
FileZilla @ Performance Tools

S0L Server 2005

S ]
] Log Off gls
I=

[@] shut Down

(,_) Google Te &89 SOL Server Business Inteligence Developr
i start @ & GIMPZ by QL Server Management Studio Express

Figure 2.2.3(a)

3. Enter the requested information, see Figure 2.2.3(b):
0 Server Type: select Database Engine
0 Server Name: this field should be populated by default
0 Authentication: select Windows Authentication

3 i -!{ Microsolt
Microsoft L7

Windows Server System
SQL Server 2005

Server bype: IDatabase Engine j

Server name: IHSSSSS'\SQLEXPHESS ﬂ

Authentication: IWindows Authentication j
Uszer name: IHEIEIEIEIS\rDDt j
Fazsword: I

™ Femember password

LConnect I Cancel | Help Optiong >

Figure 2.2.3(b)

4. Click on “Connect” button.

5. Right click the server name and select “Properties”, see Figure 2.2.3(c).



2019 ) =
1 Databases el
3 Security Disconneck
[ Server Objec  r-edister.
1 Replication New Cuery
|1 Management
Shark
Skop
Pause
Resume
Restark
Refres

Figure 2.2.3(c)

6. Click “Security”, see Figure 2.2.3(d).
7. Under Server authentication select SQL Server and Windows Authentication Mode.
8. Click OK.

E Server Properties

;S Scrpt -+ m Help
157 General
125 Memany
1 Processors Server authentication
[ S =ity
124 Connections  windows Authertication mode
7 Datahass Settings % S0L Server and Windows Authentication mode
[ Advanced
&P Pemissions Lagin auditir

: . Figure 2.2.3(d)

9. Right click the server name and select Restart, see Figure 2.2.3(e). Wait a few moments for the
service to restart before proceeding.

Conneck. ..
Disconneck

20192150
| Databases
| Security )
3 Server Ohijec Register...

4 Replication
|1 Management

Mew Query

Shark
Skop
Pause
RLesure

Refresh
Properties

Figure 2.2.3(e)
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2.2.4 Internet Explorer Setup
VantageView must be added to the trusted sites for each PC that will run the system. The security level
for trusted sites must be set to low.

Launch Internet Explorer and log onto VantageView. From the menu bar click on the caret next to the
Tools menu, see Figure 2.2.4(a)

f - B - fh - |:2hPage + (G} Took -

Figure 2.2.4(a)
From the menu is displayed , see Figure 2.2.4(b), click on “Internet Options”.

Delete Browsing History...

Fop-up Blocker 3
Phishing Filter 3
Manage Add-ons k

Work Offline

Windows Update

Full Screen Fii
Menu Bar

Toolbars r

Windows Messenger
Diagnose Connection Problems. ..

Internet Options

Figure 2.2.4(b)
The Internet Options window will be displayed, see Figure 2.2.4(c).

General ISecurityI Privaqal Contentl Connections | Programs I Advancedl

Home page
/? To create home page tabs, type each address on its own line.
[l|
= 15 ittp:/fiourney. iteris. com)/ ;I
=
Use current Use default | Use blank |

Browsing history

"'L_ Delete temparary files, history, cookies, saved passwords,
v ,l and web form information.

Delete... | Settings |

Search

p Change search defaults, Settings |

Tabs
Change how webpages are displayed in Settings |
tabs,
Appearance
Colors | Languages | Fonts | Accessibility |

Figure 2.2.4(c)
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Click on the “Security” tab, see Figure 2.2.4(d) and select Trusted sites by clicking on the icon. Set the
security level to “Low”. Click on the “Apply” button

General Security |Privacy I Contentl Connecﬁonsl Programs I Advancedl

Select a zone to view or change security settings.

@ €@ v O

Internet Local intranet Restricted
sites

Trusted sites —
tes |
This zone contains websites that you =

trust not to damage your computer or
your files,
‘fou have websites in this zone,

d

rSecurity level for this zone
Allowed levels for this zone: Al

= - Low

- Minimal safeguards and warning prompts are provided
- Most content is downloaded and run without prompts

- - - All active content can run
- - - Appropriate for sites that you absolutely trust

Custom level... Default level |

Reset all zones to default level |

oK I Cancel I Spply |

Figure 2.2.4(d)

Click on the “Sites” button in the middle-right of the window. The window in Figure 2.2.4(e) will appear.
Enter the address for the system in the box and click on the “Add” button. Click on the “Close” button.
Click on the “OK” button. The window will disappear and Internet Explorer will be ready to use with
VantageView.

Trusted sites x|

A7 You can add and remove websites from this zone. All websites in
this zone will use the zone's security settings.

Add this website to the zone:

{fportals, dev.hostedmscrm. com,/Tteris

TIPS,

Websites:

http:/faccess.iteris. com Remove
http:/fwyatt.iteris.com
https: /fpartals. dev.hostedmscrm. com

™ Require server verification (https:) for all sites in this zone

Close |

Figure 2.2.4(e)
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3 Getting Started

3.1 Logging In

Start Internet Explorer and type the address of the location of the VantageView software, see Figure

3.1(a).

/2 Iteris Vantage View - Windows Internet Explorer

@; - Igl https: fVantageView. Agency.org/| jl&l 2

Figure 3.1(a)
You will be presented with the VantageView login page, see Figure 3.1(b).
ITERIS
Welcome to Member Login
ventageView g
Passworc: [
| Login
Figure 3.1(b)

Enter your User ID and Password and click on the “Login” button. The Welcome screen, see Figure
3.1(c), will be displayed. Your name and the current time will be displayed in the upper right of the
screen. The current date will be displayed at the top of the screen.

vanmgewew Thursday, August 13, 2009 In‘;g_

Figure 3.1(c)
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3.2 Default View

The Default View is divided into three sections.

3.2.1 Menu Tree
Access to the various functions of the system is provided through the menus on the left side of the

screen. Clicking on each of the headings will expand the menu and display the options. It is possible to

hide the menu tree by clicking on the “Hide Menu” tab at the side of the menu structure. This allows for

optimization of the viewing area. If the menu is hidden the extra screen space is used to expand the

global map view

e Monitor

(0]

Default View — Clicking on this will return the display to the preferred map display setup
under the ‘Map Defaults’ setting. See section 5.1.

Dashboard View — This will take the user to the dashboard view of the device selected from
the device tree. See section 3.3.

e Manage

(0]

e Settings

(0]

14

Add/Edit Device Settings — Creation or modification of devices is performed in this menu.
See section 5.3.3.

Add/Edit Device Template — Creation or editing of static device information is performed in
this menu. See section 4.5.

Configure Device — This function allows the user to setup and configure the selected device.
Depending on the device type the system may launch VRAS or the embedded Web Server of
the device. See section 5.6.

Add/Edit Maintenance — This function allows for the registration and modification of
devices for maintenance. See section 6.1.

View Events Log — This function displays all current open maintenance issues. See section
6.2.

Location — Setup and modification of device locations are performed in this menu. See
section 5.4.

Map Defaults — This function allows the user to setup their preferred map display when the
software is first launched or when the default view is selected. See section 5.1.

User Setup — This function allows for the setup or modification of users. See section 4.1.
General Settings — Location of VRAS software for device setup is determined in this menu.
See section 5.2.

Region — Setup and modification of device regions is performed in this menu. See section
4.3.

Sub Region — Setup and modification of device sub-regions is performed in this menu. See
section 4.4.



3.2.2 Device Tree
The Device Tree displays all the devices by location. More information on the Device Tree can be found
in section 4.2.2.

3.2.3 Map
The default map view is shown with icons for intersections and locations. The default view can be
changed in the settings menu. See section 5.1 for more details.

3.3 Dashboard View

The Dashboard View, see Figure 3.3(a), is activated by choosing a device from the device tree. In the
dashboard view the menu tree and device tree remain the same. The map zooms to a level that displays
more detail of the device’s location. A new column appears on the right of the screen and additional
information appears below the map.

You can return to the dashboard view from any other screen simply by clicking on the VantageView
logo.

vanhgeVieW Friday, August 14, 2009 IT% ’

= e = i

W Sania Ana Bivg E Sanis Ana BiO. 5 £6n st

wens Esmsiy § Es
Santa Ana |
wanst P

was
Birch
Park

Location

Notwe st
2 NFower SI3 N Fower St

i
2
¥
£
@
B
£
@
I

S Flower St

Mike EC1

Mike RZ4A

EEE

Wike R24A
1

Figure 3.3(a)

Note: If no device is selected the current map view will be displayed .
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3.3.1 Map
In the dashboard view the map view zooms to a level where the location or intersection is easily viewed,

see Figure 3.3.1(a). Icons for all devices in that area will be displayed. An . icon will be displayed for a

location and an <"> icon for an intersection. The icon for the device selected will be larger and have four

‘ rc‘
red arrows at the corners of the icon %8 and « " ..

@) R RichmordAve | T[T
e s Fickelt Ave Picke
= Lampscii Ave z ,% o R N 5 ‘#": i Lam
ve Irenwose Ave Ironwood Ave @ genlord Ay g f s a . ¥l
& Hazwout A @ Mazeinet Ava & - & W & Lances Ave g oo
; ;Ma Ave g Stanord Aug f ’ // d f Trinette Ave S Branene Ave Trinetie
b Elgar AvD g Pak Ave 1 Y s / & Conaan Ave = Canias
Exter Ave ) Mavistts Ay s g a 5
& Dogascd ve & w@me B? | %a-']‘a </ & 8 5 1] g Edgar Ll E
g g cantiabesTy oY Acacia Aug 2 6*/ ~ g g a School ‘; ;2
3 candasery Ave | 2udll e @ 7 g g £ Park 2
friwocd Ave 2 AN 2 5 . i ‘E
Shapell = =
.. L — M'anm
b3 b
\ H
2 % E § B ppache i
3 <4 3 o E
3 4 ety Ceds
_'f)ﬂ’ﬁ”.@-‘ . 500 yds
= { . | W a;}_yﬁzn <Fima
Updated .L::all:r@'l'-:e:vz:!-:'-
Figure 3.3.1(a)

3.3.2 Device Management
Placing the cursor over a location or intersection icon will cause a window to be displayed, see Figure
3.3.2(a).

-MNorth OC 1
--Santa Ana
---1st and Main

Device Type Device ID Status

EdgeConnect Mikes EC1 EventOn
REZ4A Mikce RZ4A 1 EwventOn
REZ4A Milkce RZ4A 2 EventOn
REZ4C Mike RZ4C 2 MNoEvent
REZ4C Milkce RZ4C 4 EventOn

Add Device to this Intersection

Figure 3.3.2(a)

16



At the top of the window the Region preceded by ‘-* will be displayed, below that is the Sub Region
preceded by ‘—‘ and below then the Location preceded by ‘---* and highlighted in bold type. The table in
the center of the box lists all the devices at that Location with their Device ID and Status. The status
relates to maintenance, see section 6. At the bottom of the window is a link to add a device. Move the
cursor over the link and it will turn black. Click on the mouse and you will be requested to add a device.
See section 5.5.2 for more details.

The Device ID is underlined similar to a hyperlink. Moving the cursor over the Device ID will change it’s
color from blue to black. Click on the link and a new window will be displayed, see Figure 3.3.2(b). See
sections 5.5.3, 5.6 and 6 for more details on these functions.

Mike EC1

Edit Dlevice

Configure Device
Maintenance

[x]

Figure 3.3.2(b)

3.3.2 Selected Device

“ Mike RZ4A 1 \ On the right hand side of the screen information on the selected

device will be displayed, see Figure 3.2.2(a). At the top is the
Device ID. Below that an aerial view of the location. If the device
is connected to an EdgeConnect module then a QuickTime “Q”

will appear. At the bottom of the column is maintenance
information for the device if the device has been registered (see
section 6). If the device has not been registered then the

message “Maintenance log not found” will be displayed.

Nextservice| 14| City | Notficaton |
06/20/2009 | Mike RZ4A 1 || Orange 1 days Figure 3.3 2(a)
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3.3.3 Streaming Video
EdgeConnect Quicktime Stream

If a device is connected to an EdgeConnect module then the QuickTime “Q” will appear on the right
hand side of the screen.

Click on the play button and the system will begin to stream live video.
eAccess Stream
The eAccess stream is provided in a separate VLC media player window.

To activate the stream click on the configure device function. The eAccess welcome page will appear.
Click on the Enter button, enter the Unit ID and click on the “Login” button.

The eAccess Main Menu will appear. Click on the “Streamer” function. Start VLC media player and open
a network connect. Choose UDP protocol and Port 2000. Leave the Address box blank. Click on the
“Stream” button. A new window will appear click on the “Stream” button and the video stream will
begin.

For more information refer to the eAccess manual.

3.3.4 Global Event Log

At the bottom center of the screen a “Global Event Log” table is displayed, see Figure 3.3.4(a). This table
will contain maintenance information for all registered devices in the system. See section 6 for more
information.

GLOBAL EVENT LOG

41572009 [Rztopr [ Melninance Reguired [ ew

el [ e I

£/26/2000 ‘ r.'1a|n'1ocnnETECU?IZFESSZUWWI ‘ | Edit

£/26/2009 l.1a|n};nngT£:G%.2%ra%Lllred ‘ | Edit

6/26/2009 2 : I.1a|ng:—nngiﬂ;.ge;Elf’j-;:]-?!:| uired ‘ ‘ Edit
Figure 3.3.4(a)
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3.4 Logging Out

Once you have completed your session click on the “[Logout]” function in the upper left of the screen.

After logout the following screen, see Figure 3.4(a) will appear. For added security close your internet
browser after exiting the system.

ITERIS

Welcome to Member Login
Va ntageView You have successfully logged out.

Figure 3.4(a)

3.5 Changing Your Password

Passwords can only be changed by the user administrator. To change your password, contact your
administrator.
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4 System Administration

System administration is performed in the “Settings” menu.

4.1 Managing Users

On the main menu click on the “Settings” tab then click on the “User Management” function. Clicking on
the “Search” button without entering any data in the box will display a list of all the current users, see
Figure 4.1(a). Each user has a “User ID” and a “User Name”. The “User ID” is the tag used for logging into

the system.
User Management
- == - —
M od
b
S
*F
»S
Edit Delste
Edit Delete
Edit Delete
Edit Delete
Edit Delste
Edit Delete
Figure 4.1(a)

4.1.1 Adding Users
To add a user to the system click on the “Create New User” button. The following table will appear, see
Figure 4.1.1(a):

Enter the information for the new user in the table.

e I — | See Figure 4.1.1(b) for more information on each

entry.

Once all the information has been entered click on the

“Create” button to add the user. The table will clear

and the “User created” message will appear under the
“Create” button. Click on the “Search” button and the
new user will appear in the table.

Click on the “Cancel” button any time to cancel adding

a user.

Figure 4.1.1(a)
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User ID Enter the user’s ID. This is the tag used to log on to the system. The User ID is not
case sensitive “Joe” and “joe” are considered the same.

First Name Enter the user’s first name.
Last Name Enter the user’s last name.
Password Enter the user’s password. The password can be upto 10 characters in length. The

password is case sensitive.

Confirm Password = Re-enter the user’s password to confirm the setting.

Emalil Enter the user’s email address. This information is optional.
Phone Enter the user’'s phone number. This information is optional.
Role Each user can have different access rights to the system. The table below shows

the functions available for the different roles. Select a role for the user from the
drop down box. See Figure 4.1.1(c) for access rights for each type of user.

Figure 4.1.1(b)

Viewer User Device Admin| User Admin
Default View X X
Dashboard View X X
Add/Edit Device Settings X
Configure Device
Add/Edit Device Template
Add/Edit Maintenance
View Events Log X
Location

Map Defaults
General Settings
Region

Sub Region

User Management

>

X | X[ X | X

XX XXX |X|X|X|X|X[|X]|X

XX [X|X|X[X|X|X|[X[|X]|X|[X

Figure 4.1.1(c) illustrates user levels and access rights.
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4.1.2 Viewing and Editing User Information

To view or edit existing user information including changing user passwords click on the “Edit” function
next to the user’s name. The same table as adding a user will appear except some of the fields will
already be filled with information. Add or modify the user information. Once all information has been
entered click on the “Update” button to save the information.

Click on the “Cancel” button any time to cancel updating user information.

4.1.3 Deleting Users
To delete a user from the system click on the “Delete” function next to the user’s name. The following
screen will appear, see Figure 4.1.3(a).

User Management : Delete Confirmation

Delete | Cancel ]

Figure 4.1.3(a)

Click on the “Delete” button to remove the user or click on the “Cancel” button to cancel the command.
After deleting the user the system will return to the “User Management” screen click on the “Search”
button to display all users and confirm the user have been deleted from the system.

4.1.4 Searching for Users
A search for a particular user can be performed by entering all or part of the User ID or User Name and
the system will return a list of matching users.
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4.2 Managing Regions and Sub-Regions

4.2.1 Device Menu Structure

Device management is structured in an open fashion to allow maximum configuration options for the
user. Each device is linked to a location (an intersection for example). The location is linked to a sub-
region and the sub-region is linked to a region. The graphics below demonstrate this concept. The first
map, see Figure 4.2.1(a) is an example of how Orange County is split into four regions.

q

SouthoC

Figure 4.2.1(a)

The second map, see Figure 4.2.1(b) is an example of how the north region is split into five sub-regions.
Each sub-region would contain locations which would have video servers, cameras and other devices
linked to it. Locations can exist in multiple sub-regions by copying the location information into both
sub-regions.

NOTE: Regions and sub-regions can overlap.
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; “\%-!“_?mz
i 4§ : __g_‘:;g_i; 3|t

| Santa Ana

) e 1}

22 Corridor

Figure 4.2.1(b)

4.2.2 Device Tree
The Device tree on the center left, see Figure 4.2.2(a) of the screen has the following structure:

e — As regions, sub regions, locations and devices are added to the system
wled

T L they will automatically appear on the device tree. Each level of the tree is

~Region 55 expandable or collapsible. Click on a left facing caret (») to expand the
» Northwood tree, click on a down facing caret (V) to collapse the tree.

¥Region 3
»Sub Region 88

The menu can be hidden to allow the system to use more of the display

~Region 2 .
_ for the map and video streams.
~*Sub Region 22
»Location8
»Location77 Click on the “Hide Devices” tab. The menu will disappear and a “Show
»Testd53

Devices” tab will appear on the left of the screen. To display the menu
click on the “Show Devices” tab.

~West Centennial
~Foxridge

vArapahoe/Quebec

Q Deviced345
Q@ rz1000
€ rz10003
Q rz1001
Q@ rz1003
North OC 1
»Santa Ana Figure 4.2.2(a)
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Figure 4.2.2(b) shows how the device tree structure is defined and an example of its implementation.

Region North Orange County
Sub-Region Santa Ana
Location 1st and Main
Devices -EC101
- RZ4A Northbound
- RZ4A Eastbound
- RZ4A Southbound
- RZAA Westbound
Location Bristol and Warner
Location Dyer and Grand
Sub-Region Irvine
Location Newport and Irvine
Devices - EA 232
- RZAC Northbound
Location Walnut and Redhill
Location Tustin Ranch and Bryan
Region South Orange County
Sub-Region Fountain Valley
Location Talbert and Euclid
Devices - EC541
- RZ4A Northbound
- RZ4A Eastbound
- RZ4A Southbound
- RZ4A Westbound
Location Warner and Brookhurst
Location Ellis and Beach
Location Fair and Harbor
Devices - EA 386
- RZAC Northbound
Location Baker and Bristol
Location Bear and Sunflower
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It is not necessary to use the Region/Sub-Region system if the management of Vantage assets is handled
differently. In the example below, see Figure 4.2.2(c), a single Region is defined and divided into Sub-
Regions only.

Region Santa Ana

Sub-Region North SA

Devices -EC101
- RZ4A Northbound
- RZ4A Eastbound
- RZ4A Southbound
- RZ4AA Westbound

Sub-Region South SA

Devices - EA 232
- RZAC Northbound

Sub-Region East SA

Devices

Sub-Region West SA

Devices - EA 386
- RZAC Northbound
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4.3 Region Management

On the main menu click on the “Settings” tab then click on the “Region” function. The Region
Management screen, see Figure 4.3(a), will be displayed . All current Regions will be shown.

Region Management

Create New Region I

EastOC Edit Delete

North OC 1 Edit Delete

Sales Demo Edit Delete

Sales Sandbox Edit Delete

South OC Edit Delete

West OC Edit Delete
Figure 4.3(a)

4.3.1 Adding Regions

Click on the “Create New Region” button. The following table, see Figure 4.3.1(a), will appear. Enter the
Region Name and Description in the boxes and click on the “Create” button. Click on the “Cancel”
button any time to cancel adding a region.

Create I Cancel |

Figure 4.3.1(a)

4.3.2 Viewing or Editing Regions

To view or edit existing region information click on the “Edit” function next to the region’s name. The
same table as adding a region will appear except some of the fields will already be filled with
information. Add or modify the region information. Once all information has been entered click on the
“Update” button to save the information.
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4.3.3 Deleting Regions

To delete a region from the system click on the “Delete” function next to the region’s name. The
following screen will be displayed.

Region Management : Delete Confirmation

Do you really want to delete East OC?

Delelel Cancell

Figure 4.3.3(a)

Click on the “Delete” button to remove the region or click on the “Cancel” button to cancel the
command. After deleting the region the system will return to the “Region Management” screen.

NOTE: A region cannot be deleted while a sub-region is still linked to it.

4.4  Sub-Region Management

On the main menu click on the “Settings” tab then click on the “Sub-Region” function. The table in
Figure 4.4(a) will be displayed.

Sub Region Management

Sub Region Name Region Name Create New Sub Region
Garden Grove North OC 1
Playground Sales Sandbox
Pre-Set Systems Sales Demo
Santa Ana North OC 1
Seal Beach North OC 1
Westminster North OC 1

Figure 4.4(a)
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4.4.1 Adding Sub-Regions

Click on the “Create New Sub-Region” button. The table in Figure 4.4.1(a) will be displayed. Enter the
Sub-Region Name and Description in the boxes and click on the “Create” button. Click on the “Cancel”
button any time to cancel adding a sub-region.

Create | Cancel |

[Nothoc1  ¥]
Sub Region Name * I
Sub Region Description I

Figure 4.4.1(a)

4.4.2 Viewing or Editing Regions

To view or edit existing sub-region information click on the “Edit” function next to the sub-region’s
name. The same table as adding a sub-region will appear except some of the fields will already be filled
with information. Add or modify the sub-region information. Once all information has been entered
click on the “Update” button to save the information.

4.4.3 Deleting Sub-Regions
To delete a sub-region from the system click on the “Delete” function next to the sub-region’s name.
The screen in Figure 4.4.3(a) will be displayed.

Click on the “Delete” button to remove the sub-region or click on the “Cancel” button to cancel the
command. After deleting the sub-region the system will return to the “Sub-Region Management”
screen.

Sub Region Management : Delete Confirmation

Garden Grove

Delete | Cancel |

Figure 4.4.3(a)

NOTE: A sub-region cannot be deleted while a location is still linked to it.
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4.5 Managing Device Types

For each location devices can be added. These devices are used for asset management, device
configurations and to stream video.

On the main menu click on the “Manage” tab then click on the “Add/Edit Device Template” function.
The Device Template screen, see Figure 4.5(a), will be displayed. All current Device Types will be listed.

Device Template

| Device Type ID :_] | Search | Create New Device Type

\CESS ' 88 No Video Device Edit Delete
——— — = ot Dajele

a51-Zone 6 Edit Delete
RZ4C Edit Delete
RZ4C Edit Delete
cArird 47 . QW Edit Delete
Edit Delete

Edit Delete

Edit Delete

Edit Delete

Edit Delete

vork CAM 2000 Edit Delete

Figure 4.5(a)

4.5.1 Device Templates
There are four device types which can be selected in the system. Each has a particular function

EdgeConnect — Vantage EdgeConnect is a remote video server it streams video in MPEG-4 or H.264
format using QuickTime player. The system uses this information to launch the embedded web server
for module configuration.

eAccess —Vantage eAccess is a remote video server it streams video in MPEG-2 format using VLC media
player. The system uses this information to launch the embedded web server for module configuration.

Video Device — A video device is an Iteris camera connected to a Vantage Edge processor. The system
uses this information to launch VRAS software for module configuration. The Video Device can be linked
to either the Edge2 processor or the camera. Whichever device is not chosen can be listed as an “Other”
type for complete asset management.

Other — All other devices at an intersection should be set to type other. No special functions occur when
this type of device is set. This device type should be used for inventory of other devices at the
intersection including Vantage TS2-IM, IOM32, EM2, EM4, Edge2 processors, RZ4C and RZ4 Advanced.
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4.5.2 Adding Device Templates

Click on the “Create New Device Type” button. The table in Figure 4.5.2(a) will be displayed. Enter the
Device Type ID, Device Type Name and Manufacturers Name. From the drop down box select the Type.
Once all the information has been entered click on the “Create” button. Click on the “Cancel” button any
time to cancel adding a Device Type.

Create | Cancel |

Device lcon I Browse...

IE and JPG files on!

)

Uploadicon |  Deleteicon |

—————

E and PG F

Upload Icon | -Dele!elcon I

Figure 4.5.3(a)

There are three ‘special’ device types hard coded into the system. These are ‘Camera’, ‘eAccess’ and
‘EdgeConnect’. Other device types can be specified by the user. The ‘special’ devices are used by the
system to pass the correct information automatically to allow Edge processor configuration and video
streaming.

Note: Selecting the wrong device type may cause incorrect operation of the system for streaming video
and configuring devices.

4.5.3 Viewing or Editing Device Templates

To view or edit existing Device Template information click on the “Edit” function next to the Device
Type’s name. The same table as adding a Device Type will appear except some of the fields will already
be filled with information. Add or modify the Device Type information. Once all information has been
entered click on the “Update” button to save the information.
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5 User Functions

5.1  Map Defaults

For each user a default map setting can be programmed. On the main menu click on the “Settings” tab
then click on the “Map Defaults” function. The screen in Figure 5.1(a) will be displayed.

Default Parameters
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Latitude: |43 707593504052944
Longitude: I-SB 05273437500001

Zoom: 4

View Type: |r
| Save as Default I

Figure 5.1(a)

Enter a Zip code in the box and click on the “Go” button. The map will display the new location. Adjust
the zoom level using the “+” and “-“ buttons. Adjust the map type by clicking on the “Road”, “Aerial” or
“Hybrid” buttons. Once you have determined the ideal view click on the “Save as Default” button. The
message “Setting Updated” will appear next to the “Save as Default” button.

The table at the button of the screen will give details of the map default.
Latitude and Longitude: The data for the default setting is displayed.
Zoom level: From 1 to 19. 1 is a world map. 19 is at xx’ level.

View Type: “r” for Road, “a” for Aerial or “h” for Hybrid
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5.2  General Settings — VRAS location

To fully utilize the configuration options of devices connected to the network using the EdgeConnect
video server Vantage Remote Access Software (VRAS) needs to be installed on your local machine.
Please follow the instructions provided with the VRAS software for correct installation.

Once installed the location of VRAS needs to be given to the VantageView software. In the Settings
menu click on the General Settings function. The following screen, see Figure 5.2(a) will be displayed.
Either type the location of the VRAS software in the box or use the “Browse...” button to locate the

software.

Note: the location of the VRAS software is stored on a per session basis. It is necessary to set the

location of VRAS every time a VantageView is started.

Welcome to VRAS!

Lookin: [ 5 VRAS x| = ® ek E-

313b L’iﬂ vras_support.dil
Stemp. tmp T vRASManual.pdf
39em-45.555 *¥8675309, tmp
ivras.cfg

%] grocentral.di

| sftw lic vras vsu 080103.pdf

File name: Iwas.exe j Cpen
Files of type: IAII Files () j Cancel |

Welcome to VRAS!

C:\Program Files\lteris, In¢'  Browse... | 0K|

The system is now ready to configure Edge processors remotely.

Figure 5.2(a)

Locate the vras.exe file on your local pc
and click on the “Open” button.

Figure 5.2(b)

The location of the software will
appear in the box. Click on the “OK”
button.

Figure 5.2(c)
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Internet Explorer

Welcome to VRAS!

—

Click here to launch VRAS

x|

r{@ An Active, control on this page might be unsafe to

e

Yes

interact with other pars of the page. Do you want to
allow this interaction?

:

Mo

Iteris Vantage Remote Access System

~ General Statu;
Site Description
[\teris Wantage Remate Access System
Urit ID Hardware Configuration
[UUUU ’V\r’antage Edge —|
Received Clack Setting
[Tima 04-29-2003,11:15:39 05

Processor Firmware Resvision
pplication version 02.01.135P5

Comm. Module
Application version 02.01.135P5
Connected to Part: RJ45-2

- LC Status Frocessor Status
Unknown Unknowr

i~ Glare Status Video Lock Output Assignment
Mot Applicable Mot Applicable

|'5ensitivity

Mot Applicable

Sellings—‘
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Zone Setup
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tilitizs

Exit

[ LELED
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This message will appear when
requesting configuration of an Edge
processor. Click on the message and
the system will launch VRAS in a new
window and access the Edge
processor selected.

Figure 5.2(d)

This message may appear before VRAS
launches. This is a security warning from
IE. Click on the “Yes” button to continue.

Figure 5.2(e)

If everything has been set up correctly this
screen will appear. Full VRAS functionality
is available to set, edit and down load
from the selected device.

Figure 5.2(f)



5.3 General, Views and Navigation

5.3.1 Menus
Access to the various functions of the system is provided through the menus on the left side of the

screen. Clicking on each of the headings will expand the menu and display the options. It is possible to

hide the menu tree by clicking on the “Hide Menu” tab at the side of the menu structure. This allows for

optimization of the viewing area. If the menu is hidden the extra screen space is used to expand the

global map view

e Monitor

(0]

Default View — Clicking on this will return the display to the preferred map display setup
under the ‘Map Defaults’ setting. See section 5.1.

Dashboard View — This will take the user to the dashboard view of the device selected from
the device tree. See section 3.3.

e Manage

(0]

e Settings

(0]

Add/Edit Device Settings — Creation or modification of devices is performed in this menu.
See section 5.5.3.

Add/Edit Device Template — Creation or editing of static device information is performed in
this menu. See section 4.5.

Configure Device — This function allows the user to setup and configure the selected device.
Depending on the device type the system may launch VRAS or the embedded Web Server of
the device. See section 5.6.

Add/Edit Maintenance — This function allows for the registration and modification of
devices for maintenance. See section 6.1.

View Events Log — This function displays all current open maintenance issues. See section
6.2.

Location — Setup and modification of device locations are performed in this menu. See
section 5.4.

Map Defaults — This function allows the user to setup their preferred map display when the
software is first launched or when the default view is selected. See section 5.1.

User Setup — This function allows for the setup or modification of users. See section 4.1.
General Settings — Location of VRAS software for device setup is determined in this menu.
See section 5.2.

Region — Setup and modification of device regions is performed in this menu. See section
4.3.

Sub Region — Setup and modification of device sub-regions is performed in this menu. See
section 4.4.
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5.3.2 Device Tree

The device tree is a expandable/collapsible menu of all the devices available. It is structured by Region,
Sub-Region and Location. The tree can be expanded by clicking on the left pointing caret “»” and
collapsed by clicking on the down pointing caret “V¥” arrow.

Once the tree has been expanded to display a device, the device can be selected and the dashboard
view will change to the selected devices data.

5.3.3 Dashboard

The ‘Dashboard View’ concentrates the display on a particular device. After selecting a device from the
device tree, select ‘Dashboard View’ from the Monitor menu or click on the VantageView title at the top
of the screen. The screen in Figure 5.3.3(a) will be displayed.

Vanmgewew Friday, August 14, 2009 IT%V

i, Michsel Lzt | &

DEVICE ID SELECTED
U ST s - Mike RZ4A 1
4
] 2 3
P LR

; Fes o
.5
a oveee™

Figure 5.3.3(a)

The center of the screen will display a Global Map with the selected device/Location at the center. Other
Locations/Intersections in the vicinity will be displayed. The icon for the selected Location will be

highlighted with four red arrows and will be larger than the surrounding icons, . and @

Beneath the Global Map is a table of the Global Event Log. This table is dynamic and will update
automatically if new maintenance data for any device in the network is trigged. The selected device
name is displayed in the upper right hand corner. Below is an aerial view of the device/intersection
location. In the center right of the screen a stream of video will be displayed if the selected device is a
camera and the system has been setup to provide video feeds. In the bottom right of the screenis a
maintenance log of the last x entries for the selected device.

It is possible to move the map to a new location by clicking and holding the left mouse button and
‘dragging’ the map to the desired location.

Note: If no device has been selected the current map view will be displayed.
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5.3.4 Map Functionality - Device Management
Placing the cursor over a location or intersection icon on the map will cause a window to be displayed,
see Figure 5.3.4(a).

-MNorth OC 1
--Santa Ana
---1st and Main

Device Type Device ID Status

EdgeConnect Mike EC1 EventOn
RZ44 Mike RZ44 1 EventOn
REZ48 Milkce RZ44 2 EventOn
REZ4C Mikke RZ4C 3 MNoEvent
RZ4C Mike RZ4C 4 EventOn

Add Device to this Intersection

Figure 5.3.4(a)

At the top of the window the Region preceded by - will be displayed, below that is the Sub Region
preceded by --and below then the Location preceded by --- and highlighted in bold type. The table in the
center of the box lists all the devices at that Location with their Device ID and Status. The status relates
to maintenance, see section 6. At the bottom of the window is a link to add a device. Move the cursor
over the link and it will turn black. Click on the mouse and you will be requested to add a device. See
section 5.5.2 for more details.

The Device ID is underlined similar to a hyperlink. Moving the cursor over the Device ID will change it’s
color from blue to black. Click on the link and a new window will be displayed, see Figure 5.3.4(b). See
sections 5.5.3, 5.6 and 6.2 for more details on these functions.

Mike EC1

Edit Dlevice
Configure Device
Maintenance

[X]

Figure 5.3.4(b)
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5.3.5 Device specific information

The column on the right of the screen displays information specific to the device selected, see Figure
5.3.5(a). The name of the device is displayed at the top followed by an aerial view of the location. If the
selected device is a video device and is connected to an EdgeConnect module the device video window
will show the QuickTime Q. Otherwise it will remain blank. At the bottom of the column is maintenance
information for the selected device. If the device has not been registered in the system the message
“Maintenance log not found” will be displayed.

DEVICE ID SELECTED
Mike RZ4A 1

SELECTED DEVICE LOCATION

DEVICE VIDEO

MAINTENANCE

e e

06/20/2009 | Mike RZ4A 1 [Orange | 1 days

Figure 5.3.5(a)
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5.3.6 Notes on viewing video

The system has been optimized for use with the EdgeConnect module. To view a video stream from this
device QuickTime player has to be installed on your PC. To view the video stream click on the play
button in the QuickTime window.

Streaming video from an eAccess device will open in a new window.

Note: Some firewalls block or restrict the ports used by QuickTime to stream video. Please contact your
IT department to ensure these ports are open.

5.3.7 Global Information
Center bottom of the screen displays a table of recent maintenance events for all units in the system,
see Figure 5.3.7(a). The table is restricted to the last five events.

GLOBAL EVENT LOG
Genboe | oeieel | owerpton ] Commews |
e % [ Maintenance Required .
M5 J
4/15/2009 ‘ RZ1001 on 2/1/2000 [ [ Edit
Ly Mike RZ4C [ maintenance Required Maintenance performed. -
Al sl L 4 | on 6/19/2009 Todd Kreter (todd) ‘ i
EIBE Mike RZ4A Maintenance Required
‘ igieny 1 | on 6/20/2009 ‘ Edit
R Device | Maintenance Required -
[ Hatiohs 34699 on 6/20/2009 [ Eat
S : A [W :
6/26/2009 ‘[1”9?24 lal”tf,:]:zi;cae-;%gu”eu [ Edit
Figure 5.3.7(a)

Click on the “Edit” link for any of the devices to review the data for that event. The Event Log will be
displayed, see Figure 5.3.7(b). Comments or resolution can be added to the data by clicking on one of
the links. For more information on maintenance see section 6.

Event Logs
., [evcen =] [ _Sesrcn |
-——-—-|

[Maintenance Required
on 812000

w8 |Rzi001 | Comment Bum‘

Figure 5.3.7(b)
To view all outstanding maintenance events click on the “View Events Log” link in the Manage menu,
then click on the “Search” button. All open events will be listed.

39



5.4 Managing Locations

In the device tree hierarchy a device must be associated with a location. There are two types of location;
an intersection or a general location. A general location may be a mid-block, school crossing or other
special installation. Normally an intersection will have multiple video devices and a location a single

video device. After creation the map will display an <|'> icon to show an intersection and an ‘ icon to
show a location.

5.4.1 Creating a Location
Locations are created on the Map View. Move the map to the desired location and right click the mouse

where the equipment is installed. A box will be displayed with the following options, see Figure 5.4.1(a);
Add Intersection Here or Add Location.

ell"‘fl':":.uﬂir!

Hospital

. ey f
o, rosawe NS “’%%( &

& v, .
“a, o » @}v” Add Intassaction Hees
%:b.bq‘ &?.5' :;y@ - Add Location A
¥ ¢ A1\
_ )7 gj ‘%‘% o?,c#’ V¥
ol ) . B ‘ea & o ;P Laurelwood
Q&ﬁ? o Q@g éi:k ‘659 Q‘%v & Park
. & cm;l:nnial £ SN f & h.: &
. & 2 o o
Oh T : & y 600 s
"j 3 %‘%’q f%dw Q%% O#i; - % f @356’{— e
- > & J__y‘./ Lore Toruaretnn Js.i ATED SAD
Last Update Fri Aug 14 08:42:25 POT 2009 £ o

Figure 5.4.1(a)

Click on one of the choices and one of the following tables will be displayed.

Add Intersection Add Location

Intersection Name I

Location Name I
Sub Region | Pre-Set Systems vI Sub Region I Pre-Set Systems vI
Cancel | OKI Cancel | 0K|

Figure 5.4.1(b) Figure 5.4.1(c)
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5.4.2 Location Management

It is possible to change location information after it has been created on the map. To view or edit

existing Location information click on the main menu click on the “Manage” tab then click on the

“Location” function. The Location Management screen, see Figure 5.4.2(a), will be displayed. All current

Locations will be listed.

Location Management
| LocationName | Region | SubRegion| Type | | |
1st and Main North OC 1 Santa Ana Intersection Edit Delete!
Antonio and SMP North OC 1 SantaAna Intersection Edit Delete
Arapahoe/Quebec ol .. |Foxridge Intersection Edit Delete
Centennial
Beach and Intersection Edit Delete
Edinger
, Sub Region .
blah / blahh Region 3 o Intersection Edit Delete
here and there Tech #2 Mayor's Intersection Edit Delete
commute S
Int144 Region 55 |Northwood Intersection Edit Delete
intersection 1 Region 2 ?;b REgION | -tersection Edit Delete
Lincoln & Pico Tech #2 Mayor's Intersection Edit Delete
commute e
Location 64 Region 3 sgb Region Location  Edit Delete
Location3488 Region 55 |Northwood |Location Edit Delete
Location77 Region 2 g;b Region Location  Edit Delete
Location8 Region 2 ggb Regon Location  Edit Delete
Location8722 Region 55 Northwood Location EditDelete!

5.4.3 Viewing or Editing Locations

Figure 5.4.2(a)

To view or edit existing Location information click on the “Edit” function next to the Location’s name.

The table in Figure 5.4.3(a) will appear, most fields will already contain information. The Latitude and

Longitude information is greyed out and cannot be changed. Add or modify the Location information.

Once all information has been entered click on the “Update” button to save the information.

Update I Cancel I

Location Name I‘Ist and Main
Type |lntersection vI

egion INoﬂh0C1 'I

Sub Region ISanta Ana 'I
ongitude
Latitude |33.74551220595782

Figure 5.4.3(a)
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5.5 Managing Devices
A list of existing devices in the system can be viewed by selecting the “Add/Edit Device Settings” link in
the Manage menu, see Figure 5.5(a).

vanwgewew Friday, August 14, 2009 I’rﬁg'__

_ _ Device Management
> [oeee [

]

0cQQQo

Figure 5.5(a)

5.5.1 Device Types
For each location devices can be added. These devices are used for asset management, device
configurations and to stream video.

There are four device types which can be selected in the system. Each has a particular function

EdgeConnect — Vantage EdgeConnect is a remote video server it streams video in MPEG-4 or H.264
format using QuickTime player. The system uses this information to launch the embedded web server
for module configuration.

eAccess —Vantage eAccess is a remote video server it streams video in MPEG-2 format using VLC media
player. The system uses this information to launch the embedded web server for module configuration.

Video Device — A video device is an Iteris camera connected to a Vantage Edge processor. The system
uses this information to launch VRAS software for module configuration. The Video Device can be linked
to either the Edge2 processor or the camera. Whichever device is not chosen can be listed as an “Other”
type for complete asset management.
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Other — All other devices at an intersection should be set to type other. No special functions occur when
this type of device is set. This device type should be used for inventory of other devices at the
intersection including Vantage TS2-IM, IOM32, EM2, EM4, Edge2 processors, RZ4C and RZ4 Advanced.

An Admin level user will set up device type for the system. Refer to Section 4.5 for more details.

5.5.2 Adding Devices

Devices can be added in two ways, from the map view or through the device management screen. On
the map, position the cursor over the location that the device will be added to. A window will be
displayed containing the current information for that location, see Figure 5.5.2(a).

-MNorth OC 1

--Santa Ana

---RSM 2

Device Type Device ID Status
Edge 2-1 RSM Cam 2 HNoEwvent

Add Device to this Location

Figure 5.5.2(a)

Click on the “Add Device...” link and the window in Figure 5.5.2(b) will be displayed. Enter a Device ID in

the box and select a Device Type from the drop down box. Click on “OK” once the information has been
entered.

Add Device

Device Type | RZ4A -
Canoell ﬁl

Figure 5.5.2(b)

Two messages will appear on the screen first “Creating Device” then “Redirecting”, see Figure 5.5.2(c).
The screen will then display the Device Management screen, see Figure 5.5.3(a). Enter data for the new
device and click on the “Update” button. See the section 5.5.3 “Editing Device Settings” for more
information.

| Creating Device I
| Redirecting I
Figure 5.5.2(c)
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5.5.3 Editing Device Settings
The Device Management screen displays a list of current devices with their Device Type and Location,
see Figure 5.5.3(a). Device settings are listed in the table on the right of the screen. Enter the
information required, see Figure 5.5.3(b) for more details on each entry. When finished click on the
“Update” button to store the changes.

Device Management
Search by [Deviee D x| | Search Update | Cancel |
Devioe ID Mike RZ4A 1
Deiceld | DoveeType | locaton | | |
Color Camera FCH and Newport  Edit Delete Ehavice: Typs RZ4A 2
Demo eAccess eAccess PCH and Newport  Edit Delete Device Location 1st and Main vl
pemoCe Edgeconfactis ANIAANT IR 0 Edit Delete Device IP (Port optional. e g 192 168 1.1:5995) [192.168.30.150
Demo Edge 2-11 |Edge 2-1 Santa Ana Demo Edit Delete
Demo Edge 2-12 Edge 2-1 Santa AnaDemo  Edit Delete Unit 1D 0000
Demo Edge 2-13 |Edge 2-1 Santa AnaDemo  Edit Delete o =
Demo Edge 2-14 |Edge 2-1 Santa Ana Demo Edit Delete - _
DemoEdge 2-4 Edge 2-4 PCH and Jamboree Edit Delete e e [=
Mike EC1 EdgeConnect |1stand Main Edit Delete Street 1 1st
Mike RZ4A 1 RZ4A 1st and Main Edit Delete - ]
Mike RZ4A 2 RZ4A 1st and Main Edit Delete )
Mike RZ4C 3 RZ4C 1st and Main Edit Delete City Orange
Mike RZ4C 4 RZ4C 1st and Main Edit Delete Lotitude 33.74551200595782
Longitude: -117.86741673946383
Vides URL: rtsp://1192,168.30.150/cha
s
Desaiption
E
Serisl Co0c028402432
Direction West =
Enabled '\7
Device lcon Browse... |
(GIF and JPG files only)
Upoadicon |  Deketeicon |
loon Preview r.'»"1
-
Event lcon Browse... I
(GIF and JPG files only)
Upioadicon |  Deleteicon |
Event Preview r“‘
b d
(GIF &nd JPG files only)
Upoadicon |  Deleteicon |
Figure 5.5.3(a)
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Function

Device ID

Device Type

Device Location

Device IP

Unit ID

Port Number

Camera Number

Street 1/Street2

City

Latitude

Longitude

Video URL

Description
Serial

Direction

Enabled
Device Icon
Event Icon

Figure 5.5.3(b)

Description

This is a unique ID to identify the device to the system. The system will display the
selected device in this box.

Select the device type from the drop down box. It is important to select the correct
device type. See section xx for more information.

This is automatically taken from the setup location/intersection information. If the
device was applied to the wrong location use the drop down box to select a different
location for the device.

Enter the IP address where the device is located. This information is used to
correctly launch VRAS for device configuration. For an Edge Processor connected
to an eAccess module the Device IP should be set to the IP address of the eAccess.

Enter the unit id for the device. This information is used to correctly launch VRAS for
device configuration.

If the device is connected to a video server select the EXT MOD port number from
the drop down box. This information is used to correctly launch VRAS for device
configuration.

For a single Edge processor select 1 from the drop down box. For a dual or quad
Edge processor select the appropriate camera number from the drop down box.
This information is used to correctly launch VRAS for device configuration.

Enter the names of the cross streets in these boxes.

This is automatically taken from the map when the location/intersection was
created.

This is automatically taken from the map when the location/intersection was
created.

This is automatically taken from the map when the location/intersection was
created.

If the device is connected to a video server enter the URL (Web Address) for the
stream here. See section 5.3.7 for more information.

This is an optional text box where extra device information can be stored.
Enter the serial number of the device in this box.

Select the direction of traffic flow, North, South, East or West from the drop down
box.
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5.5.4 Viewing or Editing Devices

To view or edit existing Device information click on the “Edit” function next to the Device’s name. The
table in Figure 5.5.3(a) will be displayed, most fields will already contain information. Add or modify the
Device information. Once all information has been entered click on the “Update” button to save the
information.

5.5.5 Deleting Devices
To delete a device from the system click on the “Delete” function next to the device’s name. The
following screen will appear.

Device Management : Delete Confirmation

mn

Damao

I

Delete | Cancel |

Figure 5.5.5(a)

Click on the “Delete” button to remove the device or click on the “Cancel” button to cancel the
command. After deleting the device, the system will return to the “Device Management” screen.

5.5.6 Streaming Video
To receive a video stream from a device the system needs to be told the network location of that device.

EdgeConnect

For video devices connected to an EdgeConnect the format of the Video URL :

rtsp://xxx.xxx.xxx.xxx/channelz
where
XXX.XXX.XXX.XXX is the |P address of the Edge Connect
and
channelz is the channel that the video device is connected to

channel0 = port 1
channell = port 2
channel2 = port 3
channel3 = port 4

Refer to the EdgeConnect manual for more details on port assignments in the EdgeConnect module.
eAccess

For video devices connected to an eAccess the Video URL is left blank. To stream video from the device
follow the instructions in Section 3.3.3.
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5.6 Configuring Devices

The configure device function provides simple access to all Iteris assets for remote setup and
configuration. Three types of device can be configured; EdgeConnect, eAccess and Edge Processors.
Configuration of EdgeConnect and eAccess involves launching their built-in Web-Servers. Configuration
of Edge Processors involves launching VRAS.

Access to device configuration can be gained two ways, either through the “Configure Device” function
in the Manage menu or through the “Configure Device” on the pop up window in the map screen.

5.6.1 Configuring EdgeConnect

After selecting the EdgeConnect module and clicking on Configure Device a new window will open and

the EdgeConnect login screen will be displayed, see Figure 5.6.1(a).

/7 https:/ [ portals.dev_hostedmscrm.com/Iteris[admin,

g [m[ 3]

pr——
ey T IE ht'tps:ffportals.dev.hosbedms:rm.comﬂber\sfadm\nfdevicefconﬁguraﬁorj % 4| X IC—:-:-;&

ﬂ? ke ':3htlps:ﬂpartals.dev.hosbedmscrm‘comﬂberis,u’admin,i’de...

| @vm -Q@vl-_{‘"Pagev-'__f;‘;}Toolsv =

2=

2,
kS

The server 192, 168,30, 150 at . requires a username and
password.

‘Warning: This server is requesting that your username and

password be sent in an insecure manner (basic authentication
without a secure connection).

User name: I admin j

Password: | ene

¥ Remember my password

el |
|waiting for http://192. 168.30. 150/... [ ]

B

<]

’_ ’_ ’_ ’_ ’_ ’_ [unknown zone

%1% - /| Figure 5.6.1(a)

Enter the User Name and Password and click on the “OK” button. The EdgeConnect Welcome page will
be displayed, see Figure 5.6.1(b). Refer to the EdgeConnect manual for more information on configuring

the device.
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/= Welcome to EdgeConnect - Windows Internet Explorer g [=[ 53]
D~
Eaid

% ~ & hip:/j1s2.168.30. 150/ =l [#2) [ [Goog=
ﬁ ﬁ'ﬁ gWElmmetuEdgECannect | | @ = v @ & i:_:}Eage - @Tgols il
=

ITERI - Logout
-~

LiveVideo Video Settings | Network Settings | System Settings | System Status

Welcome Page

=
T T e % - /| Figure 5.6.1(b)

5.6.2 Configuring eAccess
After selecting the eAccess module and clicking on Configure Device a new window will open and the

eAccess login screen will be displayed, see Figure 5.6.2(a).

{2 Tteris, Inc. - Vantage eAccess System - Windows Internet Explorer = IEIIﬂ

@“—\C—; ~ |&) htp://192.168.30. 152/ = |E||g| [ Googie |2~
W o (& Iteris, Inc. - Vantage eAccess System | | - - i - |irPage - (O Tooks - 7

-

Welcome to the Iteris, Inc. Vantage eAccess Web Server

Site: Description of site where Vantage eAccess unit is located

ENTER |

ITERIS
Iteris. Inc. LI F' 5 6 2
- T e som | Figure 5.6.2(a)

48



Click on the Enter button and the eAccess login screen will be displayed, see Figure 5.6.2(b). Enter the
Unit ID and click on the “Login” button. The eAccess main menu will be displayed, see Figure 5.6.2(c).

Refer to the eAccess manual for more information on configuring this device.

/2 Vantage eAccess System - Login - Windows Internet Explorer o =]
@?} - I@‘ http://192. 168, 30, 152/pages/LOGIN. STM?EnterButton =ENTER j | X IGc-c-g\E R
— - >
g ke (€ vantage eAccess System - Login | | @ - & - @ = Ij’Eage = iQ}TQ"lS =
=

Site: Description of site where Vantage eAccess unit is located

Enter Login Unit ID: I
Login

[
Done [T [ |émtenet [Rwo%e -~ 4
/2 Iteris, Inc. - Vantage eAccess System - Frame Page - Windows Internet Explorer =] 1]
@: ~ | & http://192. 168.30. 152/pages/LOGIN.CGL =1 #){ % | |so0gi L~
ﬁ e elberis, Inc. - Vantage eAccess System - Frame Page | | @ - & - @ < & Page ~ \:9} Tools - »

Vantage eAccess
Main Menu

Snapshot
Streamer

Configure
Weeklv Table
System
Logout

ITERIS

Iteris, Inc.

1700 Carnegie Avenue, Suite 100
Santa Ang, Californiz 92705-5551
United States of America
Copyright ® 2000-2008 Iteris, Inc.
All rights reserved.

Figure 5.6.2(b)

Done l_l_l_l_l_’_r Internet @;100% T g

Figure 5.6.2(c)
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5.6.3 Configuring Edge Processors
Note: If an Edge Processor (Video Device) is connected to an eAccess module, setup and configuration is
performed through the eAccess module. See section 5.6.2.

After selecting a Edge Processor (Video Device) and clicking on Configure Device the Global Map will be
replaced with the screen in Figure 5.6.3(a).

f‘ Tteris Vantage View - Windows Internet Explorer i [
@: - |g, https:..","pnrtals‘dev.hnstedmscrm.cnmﬂterisfadminfdevicefEthdLauncj % *1 (| % IGc-c-gIe R
T7 @R (@ Iterie Vantage View | 3~ B - o= - [bPage - (FTooks ~ 7
El
Welcome to VRAS!
Cligk here to launch VRAS
=
bene [T [ [ mustedsies %1% - /| Figure 5.6.3(a)

Click on the “...launch VRAS” link. A IE window will open, see Figure 5.6.3(b). Click on the Yes button.

Internet Explorer x|

it An ActiveX, control on this page might be unsafe to
?. interact with other parts of the page. Do you want to
* allow this interaction?

Yes

Figure 5.6.3(b)

The system will launch VRAS, bypassing the opening screens and the general status screen will be
displayed, see Figure 5.6.3(c). Refer to the VRAS manual for more information.
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Figure 5.6.3(c)
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6 Device Maintenance

VantageView provides a central point for setting up, configuring, editing and downloading data from any
EdgeConnect, eAccess or Edge 2 processor. It can also be used to provide alerts for scheduled
maintenance of assets in the field.

6.1 Registering Devices

Before the system can provide service alerts a device must be registered in the system. Click on the
“Add/Edit Maintenance” link in the Manage menu. The Device Maintenance List, see Figure 6.1(a), will
be displayed. This table contains information for all the devices currently registered in the system.

|Device Maintenance List

| 2anrey oy [Deviee 0 =] [ Search | Register ew Devics |

Edit Delete
Edit Delete
Edit Delets
Edit Dalste

e Edit Delale
¢ Edit Delele
:  Edit Delete
¢ Edit Delele
o Edif Delate
¢ Edil Delete

Figure 6.1(a)

6.1.1 Registering New Devices

To register a new device click on the “Register New Device” button. The table in Figure 6.1.1(a) will
appear. Enter the data and click on the “Register Device” button, see Figure 6.1.1(b) for more
information on each of the fields in the table.

Device Maintenance : Register New Device

IRSM Cam 1 "I
I:.__'.:_
'_

e
[

[rrera—
Fotmonts
[Tr—

——

Register Device | canesl |

Figure 6.1.1(a)
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Function

Device ID

Device Type

Manufacturer
Purchase Date
Warranty Period

Warranty End
Date

Installation Date
Last Service Date
Service Period
Next Service Date
Service
Notification
Support Name
Support Number
Mail List

Figure 6.1.1(b)

Description

This is a drop down box. Click on the caret next to the box and a list of all
unregistered devices will be displayed. Click on the device you wish to register.

This box will display the Device Type of the chosen device. It is grayed out and
cannot be changed from this screen. See section x.x in you need to change the
device type.

Enter the name of the manufacturer of the device.
Enter the purchase date of the device.
Enter the warranty period of the device in months.

Enter the end date of the warranty period.

Enter the date the device was installed in the field.
Enter the date the device was last serviced.

Enter the time between services in months.

Enter the date of the next scheduled service.

Enter the number of days advanced noticed required before service. This number is
subtracted from the Next Service Date to determine when a service notification will
be sent.

Enter the name of the responsible technician.
Enter the contact number of the responsible technician.

Enter the email addresses of all staff who need to receive notification of service.

6.1.2 Viewing or Editing Devices in the Register
To view or edit existing Device registration information click on the “Edit” function next to the Device’s

name. The table in Figure 6.1.1(a) will be displayed, most fields will already contain information. Add or

modify the Device registration information. Once all information has been entered click on the “Update

Device” button to save the information.
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6.1.3 Deleting Devices from the Register
To delete a device from the register click on the “Delete” function next to the device’s name. The
following screen will appear.

6.2 Events Log

The Events Log, see Figure 6.2(a), contains a list of all devices currently due for maintenance.

Event Logs

by | Device © J| Search |
--m__--
I 15/2000 RZ 001 I'lamlnr:ar;': Required [
IE--‘IE‘.;GDQ i!’hke RZ4C | Comment Resolve
|
[ on 611812008 Comment Resolve

[Maintenance Required ‘

nance Required
009
iMaintenance Required
lon 82172009

RI2B/2008 |h2.1:r.e RZ4A Maintenance Required ‘

Mike EC1

Figure 6.2(a)

6.2.1 Event Comments

Comments can be added to a maintenance notification. These comments will appear in the Global Event
Log on the Dashboard view. Click on the “Comment” link and the table in Figure 6.2.1(a) will appear.
Enter the comment in the box highlighted yellow and click on the “Update” button. The User Name and
ID are automatically attached to the comment.

Resolve Event

Event Date |4n'1 52009

Device ID IRZ1001

Event Desaription Maintenance Reguired on 8/1/2009 ;]
=

Emailed ;I
=

Comments ;I
[ |

Resolution ;I
=

Resolved By IZZ TOP (Aussie)

Update I Cancel

Figure 6.2.1(a)
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6.2.2 Event Resolution

Once maintenance has been performed on the device, resolution should be entered. Event resolution
will remove the notification from the Global Event Log on the Dashboard view. Click on the “Resolve”
link and the table in Figure 6.2.2(a) will appear. Enter the resolution information in the box highlighted
yellow and click on the “Update” button. The User Name and ID are automatically attached to the
comment.

Resolve Event

E I4f1 572009
RZ1001

= a Maintenance Required on 8/1/2009 =]
H
- |
H
: =l
El
El
El

Fesolved B [zzToP (aussie)
Update | Cancel |

Figure 6.2.2(a)
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6.2.3 Viewing Old Event Records

A list of all events including resolved events can be obtained by checking the “Show Resolved” box on
the Event Logs screen and clicking on the “Search” button. A complete list of all events will be displayed,
see Figure 6.2.3(a)

Event Logs
Sesrch oy [Device D 7] | [Searen |
Show Rescived ¥
o T T SRR
M e e B = Slias e e
6/26/2000 ?_:’;';; W’—
612612009 [Mike EC1 g‘:g‘}:{';:;: Rayuled
126/2009 glke RZ4A zﬁ:gljfg;gcuzi?equlred
51812000 l‘:like RZ4AC zﬁ;zl}“e;;;;egﬁzeqmred Comment Resolve
41152000 [Rz1001 r:g‘;;;g’&‘; Relicad Comment Resolve
311322009 |device00x Connection failed 31312009 Comment Resolved
3132009 |device00x Connection failed fed Matt Linton (Mat) __|5/5/2008 Comment Resolved
52812009 [Deviced3458 ﬁ‘:‘;‘,‘;;‘;’;;;“"“"“ Resolved!! i‘:?;e':’e;'a”‘ 512972009 Comment Resolved
so700s ke RZ4A MainEnEnce frequired Fived 22 TOP (Aussie) 611512009 Comment Resolved
5/27/2000  [Mike EC1 g‘:’;‘}f;;’&‘oeg Required Fixed 22 TOP (Aussie) 6/1512009 Comment Resolved
ero7o00e  [Mike RZ4A Manpnencd SeTurse Fived 72 TOP (Aussie) 6/15/2009 Comment Resolved
eie008  [Dvce e Fodired Senviced Ié‘tlg;e':f;a“ 51612009 mmen! Resolved
erioz00e  [DVce Maiimensnce Required Revcemalntenance i‘;g;e'::;'m 6/17/12009 Comment Resolved
6/116/2009 '1‘"‘“ RZaA g‘:iﬁ"ffg;g;g Required Fixed 22 TOP (Aussie) 61712009 Comment Resolved
61672009  |Devicea34ss Malnienance Reaured Senviced Etigena ki 61172009 Comment Resolved
6/16/2009 g'“ RZ4A g’:g‘f;‘;"n;;m“”""d Fixed 72 TOP (Aussie) 61712000 Comment Resolved
611612000 |Mike EC1 g‘:g‘;fs";’a;; Required Fixed 22 TOP (Aussie) 611712000 Comment Resolved
6/26/2009 Mike RZ4A Malntenance Required Maintenance Performed ZZ TOP (Aussie) 712312009 Comment Resolved
1 on 6/20/2009
Figure 6.2.3(a)

56



7 Troubleshooting Guide

7.1 Installation Issues

7.1.1 .NET 3.5 Framework

At the start of the installation process the server is checked for the latest .NET 3.5 Framework files. If

they are not found the system will attempt to load them from the Microsoft download site. If the server
does not have access or firewall permission to connect to this site the following error will be displayed.

 Iteris CentralSoftware Setup

the file or cancel setup.

-’: 4 An enor occurred while downloading a required file. You may retry downloading

X

| Details << | [ Bew ][ cCance |

An enor occurred downloading the following resource:
http: //go.microsoft.com/fwlink / ?linkid=118076

Date: 7/30/2008 2:03:12 PM

See the setup log file located at ‘C:A\DOCUME ~1\4bacus\LOCALS ™1
\Temp\WSD4.tmp\install log' for more information.

Figure 7.1.1(a)

Consult your IT department to ensure the correct files can be installed on the server.

If access to the Microsoft download site is granted the following license agreement, Figure 7.1.1(b) will

be displayed. Accept the terms of the license to continue the installation operation.

 lieris CentralSofiware Setup &l

Far the following components:

.MET Framework 3.5 5P1

Pleaze read the following licenze agreement. Press the page dowvn key to
zee the rest of the agreement.

e

MICROSOFT SOFTWARE
SUPPLEMENTAL LICENSE TERMS

MICROSOFT .NET FRAMEWORK 3.5 SP1
FOR MTCROSOFT WINDOWS OPFRATING ™

@ Wiew ELILA for printing

Do you accept the terms of the pending License Agreement?

If you choose Don't Accept. inztall will close. To install pow must accept
thiz agreement.

Arcept ] [ Don'tdccept |

Figure 7.1.1(b)
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7.1.2 SQL Database Setup

The following screen shots display a number of possible errors you may receive when installing the
software. These errors all indicate that the latest SQL Database files are not present on your server. See
section 2.2.2 for more information on installation of the latest drivers.

i Iteris CentralSoftware

!

Error 1001, Could not load file or assembly 'Microsoft. SqlServer. BatchParserClient,
Version=10.0.0.0, Culture=neutral, PublicKeyT oken=89845dcd8080cc91" or one of its
dependencies. The system cannot find the file specified.

Figure 7.1.2(a)

ii# Iteris CentralSoftware @

Error 1001. A network-related or instance-specific emor occuned while establishing a
connection to SOL Server. The server was not found or was not accessible. Verify that
the instance name is correct and that SOL Server is configured to allow remote
connections. [provider: Named Pipes Provider, error: 40 - Could not open a connection t...

Figure 7.1.2(b)

7.1.3 Other installation errors

The following error, Figure 7.1.3(a) may be observed if no SQL Database administrator information was
entered during the installation process. Restart the installation process and enter the details required.
See section 2.2.1 and Figure 2.2.1(g) for more details.

!

i’cﬂr Iteris CentralSoftware

Error 1001, Administrator credentials were not specified.

Figure 7.1.3(a)




7.2 Login Issues

The following errors, Figures 7.2(a) and 7.2(b) may be displayed when you first login to VantageView
after installation. These errors indicate that the database setting needs to be changed from Windows
Authentication to Mixed Mode Authentication. See section 2.2.3 for complete instructions on how to

perform this task.

Login failed for user 'VantageView'. The user is not associated with a trusted SQL Server connection.

iption: An unhanded the curren web request for and

iginated in the code
Exception Details: SystemDat

IChent SqException: Login faled for user VantageView. The user is not associated with a trusted SQL Server connection.

Source Error:

An unhandled exception was generated during the execution of the current web request.
trace below.

Stack Trace:

[SqlException (0x80131904): Login failed for user 'VantageView'. The user is not associated with a trusted SQL Server connection.]
Systen.Data. 5q1Client. Sql InternalConnection. OnErrer (SqlException exception, Boolean brenl(cnnu!'mn) +4846357
SR SqIClient. TdsParser. Thre ng(TﬂsParser Object stateobj) +
lient. TdsParser i d cndrandler, . BulkCopySimpl bulkCopyHandler, TdsParserStateObject stateObj) +2392
System D-ea SqlClient, Sa) InternalConnectionTds. to'Nﬂ:teLou'!n(!wHM enlistoK) +35
System.Data.5q]C)ient. 5q) InternalConnectionTds. AttesptOnelogin(ServerInfo serverInfo, String newPassword, Boolean ignoreSniOpenTimeout, Int64 timerExpire, SqlConnection cwningObject) +144

Systen.Data. SqIC]ient. 5q) InternalConnectionTds. OpenLoginEnlist (SqlConnection onmingObject, SalConnectionString connectionOptions, String 6oolean
Systen.Data. Sq1C1ient. Sq) InternalConnectionTds. . ctor (DbConnect i onPool Ident
System.Data. SqIC1ient. SqlCannectionFactory. CreateConnect ion(DbConnectiondptions options, Object poolGroupProviderInfo, DbConnectionPool pool, DbConnection owningConnect:
Systen.Data. Provi derBase. DbConnectionFactory. CreatePooledConnection(ObConnection owningConnection, DbCennectionPool pool, bbConnectiocnOptions options) +31

System. 0ata. Providergase. DbConnectionPoo] . CreateObject (DbConnection owningObject) vus

Systen. Data. ProviderBase. DbConnectonPool . UserCr (ObConnection 66

Systen.Data.ProviderBase. DbConnectionPool . GetConnection(DbConnection owningObject) aaq

System.Oata. ProviderBase. ObConnectionfactory. GetConnection(DbConnection owningConnection) +65

Systen.Data.ProviderBase. DbConnect ionClosed. OpenConnect ion(DbConnection outerConnection, DbConnectionFactory connectionFactory) +117

System.Data. SqIC1ient. Sq)Cannection.Open() +122

DatabaseCommunicator. Authenticate(String userId, String Passhm’d) +213

_Default.LoginButtanClicked(Object sender, EventArgs e) +7

Systen.ieb. UL WebContrals. Button.OnClick(Eventirgs &) .111

Systen.ieb. UL webControls. Button. Raisesostbackvent (String evenurgumen:) +110

UL WebControls. Buttan. System. web. UI. IPe +10
t b.UL. Page. Sourcecontral, String eventArgument) +13
System.ineb.UL. vug=.Rn:=vm:uuksuntmmvdu:(unecmnn pn:t.[)atc) +36
Systen.Web.UI. Page. 001 ear oreAsyncPoint, Boolean includeStagesifterisyncPoint) +1565

Version Information: Microsoft NET Framework Version 2 0,50727.3082; ASP NET Version'2 050727 3082

Information regarding the origin and location of the exception can be identified using the exception stack

Systen.Data.SqIC]ient. Sq) InternalConnect ionTds. LoginNoFai lover (String hest, String nesPasswerd, Boolean redirecteduserInstance, SqlConnection owningGbject, SalCannectionString connectionOpticns, Intéd timerStart) +342

Instance) +221
y identity, SqlConnectionString connectionOptions, Object providerInfo, String newPassword, SqlConnection owningObject, Boolean redirecteduserIn
n) +185

Figure 7.2(a)

Server Error in '/Iteris_CentralSoftware' Application.

Runtime Error

Description: An agoication error occurred on ine server setings for

the spgication error from beng viewsd remotely (for security reasans). & coull, Nowever, be viewed by Drowsers runnng on the lcal server maching,
Deta

0 enable the detais of this SPECKC STOT MESSagE 1o be viewabie [ a

hin & “wed.Contig” configuration fke located in the roct directory of the current web sppkcaton. This <cuskmEMors> tag SNoUK] then have s “mode” stirbute set10 “OfF.

<1-- web.Config Configuration File —-»
<configurations
<system.web>
<customErrars mode="OFF"/>
en, webs
</configurations

Motes: page you be replaced by page by madiying the “defautRediect” aitrute of the SppICatoN's <CUSIOTERTOrs> Configuration tag to POInt o & Custom error page URL

<1-- web.Config Configuration File -->

<configurations
<system.web>

mode=" Ty defaultRedi X hitm” />
ystem. webs
</configuration>

Figure 7.2(b)
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7.3 Streaming Video Issues

No QuickTime plug-in displayed in the Device Video window.

If the Device Video window in blank no Video URL has been entered for the device selected. Refer to
sections 5.5.3 and 5.5.6 for more details on setting up streaming video.

If a “?” is displayed in Device Video window, see Figure 7.3(a). The Video URL has been incorrectly
entered. See section 5.5.6 for more details on setting up streaming video.

DEVICE VIDEO

Figure 7.3(a)

If the QuickTime window displays “Waiting for media” message, this is an indication that your firewall is
blocking the video stream from the EdgeConnect module.

Log into your router setup page or firewall software and enable Port Triggering for the following ports:

Application: rtsp

Triggered Range: Start Port: 554
End Port: 554

Forwarded Range: Start Port: 6970
End Port: 6999

8 If You Need Assistance

The Iteris Vantage Product Support Team consists of a group of highly skilled individuals that are
knowledgeable and readily available to answer your questions or assist you with any of our Vantage
products. Please do not hesitate to contact us at:

(888) 254-5487

For more information on Iteris and the products and services that we provide, visit our website at
www.iteris.com
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